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STADIO PRIVACY POLICY 

[Last modified: 29 October 2020] 

 

This policy aims to give effect to the Constitutional right to privacy and the Protection of Personal Information Act, Act No. 
4 of 2013. The right to privacy includes a right to protection against the unlawful collection, retention, dissemination and use 
of personal information. 

1. Personal information must be processed lawfully and in a reasonable manner that does not infringe the privacy of 
the data subject.  

2. Personal information may only be processed if it is adequate, relevant and not excessive, given the purpose for 
which it is processed. 

3. Personal information may only be processed with the lawful consent of the data subject. Website users are notified 
that personal information is being collected and requested to consent if they wish to continue using the website. 

4. STADIO collects information by the use of cookies and from users directly, and users enter into use-specific 
consent agreements which set out the specific purposes for which personal information is being requested, 
collected, collated, processed or stored. Personal information is not processed for direct marketing purposes. 

5. This policy guides and applies over and above any specific user agreement. Specific user agreements comply, where 
applicable, with the Electronic Communications and Transactions Act 25 of 2002, the Consumer Protection Act 
68 of 2008, and the National Credit Act 34 of 2005. 

6. STADIO is committed to protecting personal information and takes reasonably practicable steps to ensure that the 
personal information is complete, accurate, not misleading and is updated where necessary.  

7. Records of personal information are not retained any longer than is necessary unless authorised by law. STADIO 
destroys or deletes a record of personal information or de-identifies it as soon as reasonably practicable after its 
retention is no longer authorised. 

8. STADIO takes appropriate, reasonable technical and organisational measures to secure the integrity and 
confidentiality of personal information in its possession or under its control by taking appropriate, reasonable 
technical and organisational measures to prevent loss of, damage to or unauthorised destruction of personal 
information or unlawful access to or processing of personal information, having due regard to generally accepted 
information security practices and procedures. 



 

9. STADIO identifies all reasonably foreseeable internal and external risks to personal information in its possession or 
under its control, establishes and maintains appropriate safeguards against the risks identified, regularly verifies that 
the safeguards are effectively implemented, and ensures that the safeguards are continually updated in response to 
new risks or deficiencies in previously implemented safeguards. 

10. Data subjects have the right to access their personal information by following the procedures prescribed by 
STADIO from time to time. 

11. Data subjects may request STADIO to correct or delete their personal information that is inaccurate, irrelevant, 
excessive, out of date, incomplete, or misleading by following the procedures prescribed by STADIO from time to 
time. 

12. In the event of a data breach STADIO must follow lawful reporting procedures. 

13. STADIO seeks to promote the development of electronic transactions services which are responsive to the needs 
of users. 
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